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1+ OVERVIEW

Before using your FingerTec models to connect to FRIS 2 server, please check

1. For black and white screen display model : Menu > Option > System option >
Advance Option. Make sure you see Auth Server IP and Auth Mode.

2. For color screen display model: Menu > Communication. Make sure you see Auth
Server IP and Auth Mode.

Auth Server IP the IP address of the PC working as FRIS 2 server

Auth mode

» LO (reader only search into local memory to match users’ fingerprints)

» NO (terminal will only search the FRIS 2 server to match users’ fingerprints)

» NL (terminal searches into FRIS 2 server to match users’ fingerprint. If failed, terminal
will searches into its local memory)

Major Components

FingerTec Remote Identification System (FRIS) consists of:
» FRIS Server (Data Server)

» FingerTec Model /OFIS Scanner

» Computer installed with FingerTec TCMS V2

FRIS SERVER (DATA SERVER)

FRIS Server refers to a computer with FRIS installed. FRIS Server stores user’s fingerprints
templates and user’s transaction logs and it also serves as a platform for fingerprint veri-
fication. A computer with TCMS V2 has access into the FRIS server to pull transaction
logs. All transaction logs, that are pulled into TCMS, will be checked by clocking rules of
the TCMS and can be viewed in Attendance Sheet for analysis.

FINGERTEC MODEL / OFIS SCANNER

FingerTec Models, can link to a FRIS server and support FRIS. The functions of these read-
ers are:

» to enroll and register user fingerprint templates;

» to capture users fingerprints;

» to transfer fingerprint templates to the FRIS server for verification;

» to prompt user with the result of verification.

The FingerTec OFIS scanner is a UrU4000 fingerprint scanner without any LCD or keypad.
The functions of the OFIS scanner include:

» enrolling and registering user fingerprint templates;

» capturing fingerprints of users;

» transfering of templates to the FRIS server for verification.

The FingerTec OFIS scanner must be connected to a computer that is linked to the FRIS
server to perform the above operations. The FRIS server will return the result of the verifi-



cation process to the computer as the FingerTec OFIS scanner cannot prompt users with
the result of verification. The OFIS scanner can only be used as an enrollment station for
the FRIS server.

COMPUTER INSTALLED WITH FINGERTEC TCMS V2

A computer installed with FingerTec TCMS V2 is a must for FRIS to function properly and
the TCMS V2 installed must have accessibility to the FRIS server. TCMS V2 functions to
pull user information such as user ID fingerprint templates as well as the transaction logs
from the FRIS server. The data pulling process is done only one way from FRIS to TCMS
and it is strictly irreversible. This is important to avoid any unauthorized edits in user
transaction logs inside the FRIS server.

Definitions of clocking rules and group scheduling have to be properly set in the TCMS
V2 because these rules will be applied to arrange user attendance data in proper format
for easy viewing.

The TCMS V2 has various reports for time attendance and access control. These reports
can be saved into .PDF, .JPEG, .HTML, .RTF, .XLS and .DOC formats.

TCMS V2 can export attendance data into .TXT, .XLS or ODBC manager for 3rd party soft-
ware configuration such as payroll.

The Basic Structure
FRIS SERVER WITH FINGERTEC TERMINALS

User fingerprint

Transaction log

TA200 Plus FRIS SERVER R2

This is the simplest implementation structure of FRIS. FingerTec terminals are used for
user fingerprint enrollments only. The templates will be stored inside FRIS server and not
inside the terminals.

The devices are for users to report attendance or to request door accessibility by present-
ing their fingerprints at the terminals. The fingerprints of users will be captured and sent
to the FRIS server for verification. FRIS server will then perform a fingerprint verification
and will send the result, (either fail or successful), back to terminals.

If a fingerprint was successfully verified, the user ID will be displayed on the reader to in-
form users that the transaction is accepted and saved into the FRIS server. For FingerTec
terminals that are supporting a door lock system, user will gain access from the success-
ful verification. Transaction data stored inside the FRIS server includes user ID, date and
time, terminal ID, and transaction code.



If the fingerprint fails to be verifed, the FRIS server will return a message to the FingerTec
terminals to alert the user to try again.

FRIS SERVER WITH FINGERTEC TCMS V2

Transaction log

FRIS SERVER PC

Computers with FingerTec TCMS V2 installed can access into the FRIS server to pull trans-
action logs of all users. These transaction logs will be arranged according to the clocking
rules, which have been predefined in TCMS V2.

TCMS V2 can produce user reports and the attendance data can be exported into various
formats (.txt, .xIs or ODBC manager) for payroll calculation.

The transaction log pulling process is from FRIS to a computer and it is irreversible. This is
to ensure that the transaction data stored in FRIS server is original; therefore the transac-
tion logs pulled into any computer with the TCMS will always be correct and complete.

The FRIS server can support transaction logs of more than one computer with TCMS V2
installed. Another computer with TCMS V2 can access the FRIS server to pull transaction
data, even if the first computer has pulled the data before. FRIS can share its transaction
database with all computers installed with TCMS V2 and have accessibility to FRIS server.
This structure is suitable for an installation site, where there are several people who have
the authority to pull transaction logs and view the attendance data.

Multi Server Structures
MULTI FRIS SERVER WITH FINGERTEC TCMS V2

User
fingerprint

User
fingerprint

TCMS in HQ Centralization

Station Transaction

log

\ Transaction
[ log
© ! INTERNET
OR
WAN

FRIS SERVER 1 FRIS SERVER 1 TA200 Plus

It is recommended to use different FRIS servers for different zones. The logic behind this
is to allow both FRIS servers to be independent during the fingerprint verification process
and transaction log storing process.



For example, as shown in this diagram, FRIS Server 1 is located in a HQ (zone 1) while FRIS
Server 2 is located in a branch or in a remote site (zone 2). FingerTec TCMS in HQ has to pull
transaction logs from FRIS Server 1 to generate reports through the LAN network.

FingerTec TCMS in HQ is able to access FRIS Server 2 in the branch, by Internet or WAN, to
pull the transaction data. FingerTec TCMS in HQ is a central system to collect all user at-
tendance from both HQ and the branch, and to prepare centralized reports for evaluation
or for auditing.

MULTI FRIS SERVER WITH MULTIPLE FINGERTEC WITH TCMS V2

fingerprint

TCMS in HQ
Centralization

Transaction .
Station

TA200 Plus FRIS SERVER 1

INTERNET OR WAN

TCMS in Branch
For Administration
Department

User
fingerprint

Transaction
TCMS in Branch
For HR Department

(— i) (—111)

TA200 Plus FRIS SERVER 1

In the diagram above, FRIS Server 2 that is located in a branch or in a remote site is an
independent unit. It stores user fingerprints and transaction logs. TCMS V2 can be in-
stalled either in a branch or in a remote site to pull data from FRIS Server 2 for evaluation
or checking.

Multiple copies of the TCMS can be installed in different departments within a branch, for
example administration department and human resource department. This would allow
head of these departments to access into FRIS Server 2 (server in branches) to view user’s
attendance and movements in the branch.

OFIS SCANNER WITH FRIS SERVERS

FRIS Server supports OFIS scanner for time attendance system. The OFIS scanner can be
plugged into any computer that has a LAN connection connected to FRIS Server, to cap-
ture fingerprint templates which is then sent to the FRIS server for verification. The results



of the verification will be displayed on the computer connected to the OFIS scanner. The
transaction log will stay inside the FRIS Server and can be pulled via the TCMS for further
analysis.

Computer
with LAN

Connection

fingerprint

TCMS in HQ
Centralization
Station

Computer
with LAN
Connection

OFIS Scanner

FRIS SERVER 1 (Zone 1)

INTERNET OR WAN

TCMS in Branch
For Administration
Department

User
fingerprint

Transaction

TCMS in Branch
log

For HR Department

TA200 Plus FRIS SERVER 1 (Zone 2)

Users can report time attendance with OFIS scanner via Internet. The computer connect-
ed with on OFIS scanner must have an Internet connection and access to this FRIS server,
to allow users to send his/her fingerprint templates for verification.

Data Management
MANAGEMENT OF FRIS SERVER

ADMINISTRATOR LOGIN o sy

User fingerprint User fingerprint User fingerprint

Transaction log Transaction log Transaction log

FRIS SERVER 1 FRIS SERVER 2 FRIS SERVER 3

Administrators can manage FRIS server by configuring the server with a user name and
password.

Each FRIS server is independent, handled only by authorized administrators. No admin-
istrator is allowed to cross-link to another FRIS server without having a authorized pass-



word. Administrator are given the authority to configure and to manage FRIS server for
these functions:

» Add or remove any FingerTec terminals that are linked to the FRIS server;

» Add or remove users into the FRIS server;

» Check user information, fingerprint templates, times zones, and transaction logs; and
» Perform housekeeping of database.

FingerTec TCMS V2 must be linked to a FRIS to be able to pull data for analysis, but not to
delete or to edit this database. Administrators of FRIS are responsible to perform regular
housekeeping of database, which includes deletion or backing up of the database, and
configuration of automatic backup/delete timing.

MANAGEMENT OF FINGERTEC TCMS V2

FingerTec TCMS V2 must be installed in a computer that is linked to the FRIS Server. Fin-
gerTec TCMS V2 only stores user information (User ID, Name, and employee number etc)
but not user fingerprint templates.

Select an employee to be an administrator of the TCMS V2. The administrator can do the
following tasks:

» Pull transaction data from FRIS server into TCMS V2

» Assign users into different clocking schedules and group duty rosters.
» Edit attendance data of users.

» Print various time attendance and door access reports.

» Export attendance data for payroll calculation.

» Backup database for standby purpose.

Comparison between Administrator Privilege for Comparison between Administrators of
FRIS Server and TCMS V2 TCMS V2 in HQ and branches
Privilege Administrator Privilege Adm ator
5 FRIS server | TCMS V2 HQ Branches
Add or remove any FingerTec Ves Pull transaction data from single Yes Yes
terminals linked to FRIS server FRIS server
Add or remove any new users into Assign users into different clocking
the FRIS server Yes schedules, group duty rosters and Yes Yes
time zones of single FRIS server
Check user mformanon, fingerprint Yes Edit attendance data of users of Ves Ves
templates, times zones, and single FRIS server
transaction logs - - N
- Print various time attendance and door Yes Yes
Do housekeeping of database of Yes access report of single FRIS server
FRIS server Export attendance data for payroll v v
Pull transaction data from FRIS Ves calculation of single FRIS server es es
Server into TCMS V2 Backup database for standby purpose Yes Yes
Assign users into different clocking of single FRIS server
schedules, group duty rosters and Yes Pull all transaction logs from all v
time zones connected FRIS servers s
Edit users’ attendance data Yes View and manage users attendance
Yes
X X N data from all FRIS servers
Print various time attendance and - -
door access reports Yes Print various useful reports for v
; centralized evaluations es
Export attendance data for payroll
xlp T tion c pay Yes Backup database coming from all v
Calculatio FRIS servers s
Backup database for standby Yes Transfer users’ fingerprint templates v
purpose among all FRIS servers. s




2« INSTALLATION

There are 3 steps of FRIS installation:

» Installation of MySQL server (database server) Ignore this installation if you
» Installation of FRIS server are not using FRIS client
» Installation of FRIS client at any computer

equipped with OFIS scanner.

Installation of MySQL Server
(Database Server)

MySQL server is suggested to be installed into a database server (or computer stor-
ing database). The server must be protected to avoid any interruption to the database.
Therefore, it is should be password protected.

Step 1 » Open folder mysql_4.1 from the CD. Click “MySQL 4.1 Setup.exe” icon to start the
installation process.

Step 2 » Click “Next” to start the installation process.

i-.{“ MySQL Server 4.1 - Setup Wizard x|

Welcome to the Setup Wizard for MySQL
Server 4.1

The Setup Wizard will install MySOL Server 4.1 release 4.1.16
on your computer, To conkinue, click Mext,

WeARNING: This program is prokected by copyright law.

AN

MySoL

= Back I Mexk = I Cancel |

Step 3 » Choose “Typical” for most common installation. Click “Next” to proceed.
Step 4 » Installation starts. Please wait until process is complete.
Step 5 » Click “Skip Sign-Up” and then “Next” to proceed.

Step 6 » Tick “Configure the MySQL Server now” to proceed to configure your MySQL
server. Click “Finish” to complete the installation process.



Step 7 » Click “Next” to start to configure your MySQL server.

Welcome to the MySQL Server Instance
Configuration Wizard 1.0.8

The Canfiguration Wizard will allow vou to configure the
MywSOL Server 4.1 server instance. To Continue, click
Mexk.

Mysol

Mext = I Cancel

Step 8» Choose “Standard Configuration” . Click “Next” button.

Step 9 » Tick “Install as Windows Service” and “Launch the MySQL server automatically”.
Click “Next” button to proceed.

Step 10 » Tick “Modify Security Settings” and predefine your root password to login to
MySQL. Tick “Enable root access from remote machines”. Click “Next” to proceed.

Mys(L Server Instance Configuration Wizard

My50L Server Instance Configuration

Configure the MySQL Server 4.1 server instance.

Please set the security options.

[+ Modify Security Settings

Mew rook password: I***"‘ Enter the root password,
Confirm: I**** Retype the password,

[+ Enable root access from remote machines

_roat |

[~ Create An Anonymnous Account

This option will create an anonymous account on this server, Please
nate that this can lead ko an insecure system.

< Back I Mext = I Cancel




Step 11 » Click “Execute” to start the configuration process.
Step 12 » Click “Finish” to complete configuration of MySQL server.

Congratulations!

You have completed the MySQL server installation and configuration. Please continue with your FRIS server configurations.

Installation of FRIS Server

The FRIS server’s function is to connect to all FingerTec terminals, to carry out verification
process done at FingerTec terminals. You can install both MySQL database server and
FRIS server into the same server, to ease system handling.

We recommend 1 FRIS 2 server to support 5 FingerTec terminals.

If you are using more than 5 FingerTec terminals in a location, you need to have more
than 1 FRIS server to carry out operations. This is recommended to speed up the opera-
tion of the FRIS server. In this condition, it is good to install MySQL databases and FRIS
servers separately to ease the load of the servers.

To install a FRIS Server, follow the steps below,

Step 1 » Open the folder SERVER from the CD. Click “FRIS v2.0.6 Setup.exe” icon to start
installation the process.

Step 2 » Click “OK” to start the installation process for MySQL Connector ODBC 3.51

InstallShield Wizard

FingerTec RIS +1.0.0 requires that the fallowing requirements be installed on your
v computer prior bo ingtalling thiz application. Click OF to begin inztaling theze requirements:

Statuz | Requirement
Pending MySOL Connector 0DBC 3.51

oK I Cancel

Step 3 » Process starts. Please wait for it to complete.

Step 4 » Click “Next” to start to install the MySQL connector/ ODBC 3.51. This is to link up
your FRIS server to MySQL server.

Step 5 » Choose “Typical” for most widely used installation. Click “Next” to proceed.



Step 6 » Click “Install” to start the installation.

Step 7 » Please wait for the installation to complete.

Step 8 » Click “Finish” to complete installation.

Step 9 » Click “Next” to continue installing the FingerTec RIS v1.0.0 (FRIS server)

% FingerTec RIS ¥1.0 stallShield Wizard x|
Welcome to the InstallShield Wizard for
FingerTec RIS v1.0.0

The Installshisld(R.) Wizard will install FingerTec RIS v1.0.0 0n
waur computer. Ta continue, click Mext,

WARNING: This program is protected by copwright: lawe and
international treaties.

< Batk I Mexk = I Cancel |

Step 10 » Please read the License Agreement. Choose “I accept the terms in the license
agreement”. Click “Next” to proceed.

Step 11 » Please enter the user name of this server (or computer). Click “Next” to proceed.
h% FingerTec RIS ¥1.0.0 - InstallShield Wizard

Customer Information

Please enker your information.

User Manme:

Iadmin

Organization:
IFingerTec warldwide Ltd, |

Install this application Far:

& anyone who uses this computer (all users)
Ol for me (3

Installstield

< Back I Mext = I Cancel




Step 12 » Enter the name of database server (with MySQL installed previously) or you can
browse to find it.

Choose “Server authentication using the login and password below”.
And enter Login ID and password of your MySQL database server.

|“% FingerTec RIS ¥1.0.0 - Installshield Wizard

Database Server

Select database server and authentication method

Select the database server to install ko From the list below or click Browse to see a list of all
database servers. You can also specify the way to authenticate wour login using your current
credentials or a SQL Login ID and Password.

Database Server:

| localhosk j Brawse.., |

Conneck using:

" Windows authentication credentials of current user

{* Server authentication using the Login 1D and password below

Login ID: |r00t

Password: I****

Install=hield

= Back | Mexk = I Cancel |

Step 13 » Click “Install” to start the installation process of FRIS server. Wait for the process
to complete.

Step 14 » Click “Finish” to complete the installation.

Installation of OFIS Scanner Driver

You must install the FingerTec OFIS scanner driver into the FRIS 2 server. However do not
plug the OFIS scanner driver into the FRIS 2 server. To install, do the following:

Step 1 » Double click the icon to initialize the installation of OFIS scanner.

Step 2 » Select your language preference. Click OK to proceed.

Step 3 » Click Next.

Step 4 » Tick the check box and click Next.

Step 5 » Click Install to start.

Step 6 » Wait until the process is complete. You will need to restart PC to take effect.



Setup

Installing

Please wait while Setup installs FingerTec OFIS Scanner Software 2.0 Setup on
your computer.

Bxtracting files...
C\Program Files\Finger Tec\FT Sensoribin‘iZHost exe

Cancel

Installation of FRIS Client

Please do not install this FRIS client, if you are not using the FRIS client an any other com-
puter for time attendance reporting.

You only need to install FRIS client on a computer with an OFIS scanner attached. Users
can use the computer with the OFIS scanner attached to report time attendance to the
FRIS server.

Follow the steps below to install,

Step 1 » Open the folder CLIENT from the CD. Click “FRIS Client v1.0.0 Setup.exe” icon to
start installation process.

Step 2 » Wait for the preparation to complete.

Step 3 » Read the License Agreement. Choose “I accept the terms in the license agree-
ment”. Click “Next” to proceed.

Step 4 » Now please enter the name of user for the computer that has an OFIS scanner
attached. Click “Next” to proceed.

Step 5 » Click “Install” to start the process.
Step 6 » Please wait for a moment for the installation to complete.
Step 7» Installation is done.



3 « CONFIGURATIONS OF FINGERTEC TERMINALS

FRIS 2 requires an administrator to insert a password before access is granted. The de-
fault password is 123. You can change the password after you login. Go to “System
Option” to change it.

FingerTec terminals must be added into FRIS server during the first run. FingerTec
terminals are important to capture users’ fingerprints, to prompt users with the result
of the verifications, and to control the door locks.

_AFRIS v2.0.0 Build 07-01-2008 (Beta) Eizes|
File Data TerminalData Setting About

= 0104 i -
: o
> a b E ﬁ
Start Service User Transaction Terminal Data q Exit

HUsger 1 ﬁlﬂne Management

User ID |UserlD [UserMame  |IP |De... | Dey
Userhame mgewenmmg e
Ermp. No. e
Dept. \§ Ve Department Management
Section
valid ﬁ Sertion Management
Issued
‘ Terminal Management

=l Server Information

P
) Time Zone Managemet

om ﬁﬁxstem Setting
=IOnling Client |

=3 | Connected Date | Last Update |

ServerIP - 1821681127 Users
Zone : Testing Logs
Terminals: 0 FingerPrints
Online Clients : 0 Bad FingerPrint

Som

This is the Main control panel of the FRIS server. A click on each icon will start different
configurations of FRIS server. To add FingerTec terminal(s) into the FRIS server, click
“Terminal” to start. A new window will pop up:

I'_‘Terminal Management “I
+= 5 R A © W -
Add E dit Delete Save  Lancel | Ady. Set Exit

IP Address : @®F @URL Fiead Terminal Detail:

Terminal Details

Serial No: Model : ID:
Firrnwrare Ver.: Enable

Server: Zone ‘

|Seria| M. ‘ hodel |Ena . |Firmwa|e Ve, ‘ Server




Option _ Function

To add FingerTec terminal(s) into FRIS. A .

click on this function will prompt a new To save settings or changes.
popup Window to set configuration for a

new FingerTec terminals.

To edit the existing FingerTec terminal
in FRIS server. You must choose the Fin-
gerTec terminal before you click on this
function.

To cancel any settings or changes.

To delete FingerTec terminals from FRIS - To leave the page and return to the
server. You must choose the FingerTec - .
Exit Main Menu.

terminal before clicking on this function.

IP address Enter the IP address of the FingerTec terminal which is being used with FRIS
server. Wrong IP address or improper connection will cause connection failure.

ID Enter the Device number of the FingerTec terminal. Each FingerTec terminal is
user different Device ID.

Read Terminal Details Click here after entering an IP address and the ID. FRIS will try to connect to the
FingerTec terminal to get the terminal details. Terminal details will be shown on
the screen if connection is established.

Serial No The serial number of connected FingerTec terminal. The serial number is read
by FRIS and cannot be changed manually.

Firmware Ver The firmware version applied in the connected FingerTec terminal. This is read
by FRIS and cannot be changed manually.

Model The model of the FingerTec terminal in use with FRIS. The model is read by FRIS
and cannot be changed manually.

Enable To enable the FingerTec terminal to work together with FRIS. Changing it to
“no” will stop the connection between FingerTec terminal and FRIS.

Server The name of FRIS server in use with the connected FingerTec terminal can be
renamed here. This is to lead the FingerTec terminal to a server where the users
fingerprint and transaction log are stored in.

Zone Choose the Zone name where the FRIS server belongs.

This is to display all the connected FingerTec terminals, FRIS server and the Zone they
belong to. You can drag any of the items and re-group them.



Add New FingerTec Terminals

Step 1 » Click on “Terminal Management” in the Main control panel.

_AFRIS v2.0.0 Build 07-01-2008 (Beta) ===
Fle Data TerminalData Setting About

= o104
» | B 3
Start Setvice User Transaction Terminal Data s} Exit
SlUser ] % Zone Management 0 nn
User ID T |UseriD [Usermame |IP |De... | Dey
Useriame %’J,-_ Server Management
Emp. No. :
Dept. & Department Managemenk
Section
valid ﬁ Section Management
Issued
Terminal Managemeni:
=1 Server Information —
~
ServerIF - 182.1681.127  Users: 2 j Time Zone Managemenk
Zone : Testing Logs: 8 =
Terminals : 0 FingerPrints - 0 0 System Sekting
Online Clierts : 0 Bad FingerPrint: 0 :I
=10nline Client
=3 | Connected Date | Last Update |

Step 2 » A new window will pop up. Click “Add” to start.

Step 3 » Enter an IP address and the ID of FingerTec terminal, and click Read Terminal
Details to connect to the FingerTec terminal.

Step 4 » Terminal details are read from the terminal. Choose “Enable” to “Yes” to start to
use the FingerTec terminals. Ignore the “Server” and the “Zone” columns.

Step 5 » Click “Save” to keep all settings.

Step 6» The FingerTec terminal is added into the FRIS server, and you can continue to
add, remove, or edit the information of the FingerTec terminal.

Removal of FingerTec Terminal

Step 1 » Click on “Terminal Management” in the Main control panel.
Step 2 » Select the FingerTec terminal to delete.

Step 3 » Click “Delete” to proceed.



4 . USER MANAGEMENT

All the fingerprint templates are stored in the FRIS server, but not in the FingerTec
terminals. Enrollment of users can be done using 3 ways:

» Via an OFIS scanner
» Via FingerTec terminals
» Via theFRIS client

To enter User Management, click “User” at the Main control panel.

» bl ® B | & | &

Start Service Lser Transaction | Terminal Data Setting Exit

A new window will pop up.

) Users Management < |
+ = 2 d
fdd Exdit Delete: Save  Cancel | Template Ezit
Photo
UserID - 00007 Department -
UseMame :  Cuatis Section hd
Mame . Curtis Tan Wald: V=
Emp. No.: 00007 Zone
Issued: |1/21/20081055184M -
— Searching
User D Name Department ~ | Zone ~ | vaid -
UseiName : Emp. No, Section: - lssued - RESET

|UserlD | UserMame | Mame |Emp. Mo | lssued | Department |Section |valid | Zone | Envalled Fingerprint |
¥ 00001 Curls Curis Tan 00001 1/21/2008 10:55.18 AM N [

Here are the details for each portion.

Option  Function Option Function

To an a user into FBIS, click on this To save settings or changes.
Add function. A window will pop up to en- e

able administrators to add new user.

To edit the existing users available in To cancel any settings or changes.

the FRIS server. You must choose a user -
ID before editing. ~— To enroll fingerprint for selected users
using an OFIS scanner. You must selecta

emplate .
To remove or delete users from the FRIS user before performing any enroliment.

server. You must choose the user ID be- To leave the page and return to the
fore deleteing. el Main Menu.
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) Users Management |

+ = B 2 [
£dd Edit Delete: Save  Cancel | Templstz Exit
Phota
UserlD ;00007 Department -
UserName :  Cuitis Section -
Name:  Curtis Tan Velid: V=
Ermp. Mo, ;00001 Zone
lssued: 1/21/2008 10:55:18 4M -
— Searching
User IO Name Department - Zone - WValid - | 3R sl
UseiName : Emp. No.: Section: - lssued - RESET
Drag & calumn header here to group by that coumn
[UserlD | Userlame | Name |Emp. No|lssued |Department | Section |Valid  |Zone | Envolled Fingerprint |
L\UDDUW Curtis Curtis Tan 00001 1/21/2008 10:55:18 AM Y a
Option Function
User ID The ID assigned to FRIS user and the user ID is a 5-digit number.
User Name The name of the user which will be displayed on the screen of a FingerTec ter-

minal. The user name will only be displayed if the user is verified by FRIS. The
user name cannot exceed 9 characters.

Name The full name of the user.

Emp. No The employee number of user. You can ignore this if your users do not have
any employee number.

Issued The date when the user is added into the system.

Department The department of the user.

Section The section of the user.

Valid Y - Yes, to indicate user is activated in FRIS. N - No, to indicate user is de-acti-
vated in FRIS. User is not allowed verification at any connected FingerTec ter-
minals.

Zone The Zone of the user.

Photo To load and view the photo of the user.

You can search for users from FRIS server by entering specific information. You can enter
multiple information to return specific result. The result is shown in the lower column.
You can also drag and drop any items to rearrange the result.

Enrollment and Verification of Users Via

FingerTec Terminals

Check your FingerTec terminal before you start the service with FRIS 2 server. To check:

1. For black and white screen display model: Press Menu > Option > System option >
Advance Option. Make sure you see Auth Server IP and Auth Mode.

2. For color screen display model: Press Menu > Communication. Make sure you see Auth
Server IP and Auth Mode.



Auth Server IP: the IP address of the PC working as FRIS 2 server

Auth mode

» LO (the terminal will only search local memory to match users’ fingerprints)
» NO (the terminal will only search FRIS 2 server to match users’ fingerprints)
» NL (terminal searches FRIS 2 server to match users’ fingerprint. upon failure,

terminal will search in its local memory)

ENROLLMENT OF USERS

You must activate FRIS to allow enrollment to be done via FingerTec terminals. Follow the

steps below: Click “Start Service” on the Main control panel.

Stanééwioe User Transaction | Terminal Data

£ o

Setting Exit

Check connected FingerTec terminals. You can check on the highlighted portion.

AFRIS ¥v2.0.0 Build 07-01-2008 (Beta)
Ele Data TerminalData Setting About

P=r=rs|

g

Exit

|Date  + |Time

|User D |UserMame  |IP | De... | Dey

(%) # B
% .
E: ot
Stop Service User Trangaction | Terminal Dala Setting
= User Information
UserlD: Log ID
Userhlame :
Emp. No.:
Dept. :
Section
valid
Issued :
[=Server Infarmation ﬂ
Server P 1 1921681127 Users: 0 (
Zone : Testing Logs: 8 y
Terminals | 0 FingerPrints : 0 om E
Online Clients : 0 Bad FingerPrint: 0

(= Online Client Infarmation
o |IP

| Connected Date | Last Update |

—

2008-01-21 11:24:14 TCP Port 14368
2008-01-21 11:24:14 UDP Part:4371
2008-01-21 11:24:14 FingerTec RIS is ready.
2008-01-21 11:24:21 FingerTec RIS is Stopped.
2008-01-21 11:25:01 TCF Port 4368
2008-01-21 11:25:01 UDFP Port:4371
2008-01-21 11:25.01 FingerTec RIS is ready...

1 »
Login Duration : 00:04:40 Date : Monday 21-01-2008 1]:25:18 FRIS Engine V:

To list all connected and activated FingerTec
terminals to the FRIS server. If FingerTec ter-
minals are connected and activated, their IP
addresses will be shown here.

<~ 2008-01-21 11:24:14:858 Sewices Started - 0:00:00:125 =
2008-01-21 11:24:21:625 Sewices Stopped - 0:00:00:688
2008-01-21 11:25:01:806 Sewvices Started - 0:00:00:188

4 3

'ersion : 3.8.0.560 Refresh Rate @ Every 10 Minute: DE Server © prepress2k DB @

®

To show the connection status of FingerTec termi-
nals and FRIS server. You can see that the FingerTec
terminals are sending signals to FRIS server every 4
seconds.

You must configure the connected FingerTec terminals before users can enroll via the

terminals. To do this, follow the steps below.

®

To show the operations done at the Fin-
gerTec terminals. Every operation done at
the FingerTec terminals or FRIS will be dis-
played here.
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Enrollment Via FRIS Client

You can enroll new users via an OFIS scanner at any computer. The computer must be
connected to the FRIS server, which has the FRIS client(s) installed in it. You can enroll a
new user via the FRIS client via the following steps.

The FRIS 2 client requires an administrator to insert a password before access can be
granted. The default password is 123456. You can change the password after you login.
Go to System Settings to change it.

Step 1 » Run FRIS client.exe at any computer connected to the FRIS server. Click “Register”
to start enrolling new user. You must enter the administrator password to start process.
(Default password: 123456)

Step 2 » Enter the user ID and press the “OK” button.

Step 3 » Select a finger to enroll and place it on the scanner for 4 times. Follow the instruc-
tion onscreen.

Step 4 » Click “OK" to save the fingerprint.

Step 5 » Click “ESC” button to return to the main menu. You can choose to click “OK” but-
ton if you would like to continue enrolling another user.

VERIFICATION OF USERS

FRIS client can be connected to the FRIS server to verify fingerprints. Follow the steps
below:

Step 1 » Run FRIS client.exe on any computer connected to the FRIS server.

Step 2 » Place finger on the scanner to capture fingerprint. Image will be sent to FRIS
server for verification.

Step 3 » FRIS server will return result to FRIS client, either a success or failure.

Computer will say “Thank you” if verification is successful; or “Please try agian” when it
fails to verify.



5 « CONFIGURATION OF FRIS SERVER

In FRIS, you can manage the structure of a company easily by dividing the staff into

several levels. In FRIS, four levels are catered for:

Server 1

Server2

Departments Departments
Administration Engineering
Finance R&D

Sales & Marketing Productions

|—4l Customer Service

Technical Support "—I

Sections Sections Sections
Oversea Oversea Team 1
Local Local Team 2

Setup of Zones

Zone » The companies (or branches)
applied with FRIS. For example Fin-
gerTec Malaysia, FingerTec Indonesia,
FingerTec South Africa etc.

Servers » The servers thatare running in
the Zone. You can install more than one
server in a zone, to ease the load of the
server and to speed up the process.

Departments » The departments avail-
able in the Zone for example Adminis-
tration, Finance etc.

Sections » Division of departments for
example overseas, local etc.

Click on “Zone” in the Main control panel to enter Zone Management. The complete

view of Zone Management is as shown below:

AFRIS v2.0.0 Build 07-01-2008 (Beta)

fle Data TerminalData Setting About

===

> i i n
Start Service User Trangaction Terminal Data Exit
= User f});one
User D@ 00002 - |UseriD |UserName |IF |De... | Der
UseriNames l‘;.gr' epeitianesenet 41 AM 00002 1921631127 2
Emp.No. - 00002 p 00002 i 2
Dept \§ . Depertment Management b 0000
Sestion
—— ﬁSgﬁinn Management

lssued : 1/21/2008 11:27.27 AM

‘ Terminal Management

= Server Infarmation

Server|P - 102 1681 127

Zone ; Testing
Terminals - 0
Onling Clients : 0

Users

Lows @
FingerPrints

Bad FingerPrint

am .0 System Setting

= Online Client Information
o P

Connected Date  Last Update

2008-01-21 11:28:11
2008-01-21 11:28:41

ProcessOfiineOFIS -
Update OFIS - 192 1681127

2008-01-21 11:20:47 FingerTec RIS is Stopped
Ll 3 4
Login Durstion ; 00:09:20 | Date : Monday 21-01-2008 11:29:56

ime Zone Management

2008
2008

2008-01-21 11:28:41 ProcessOfMineQFIS 2008
2008-01-21 11:28:68 ProcessOfinaClient 2008
2008-01-21 11:20:02 Update OFIS - 192 1681127 2008
2008-01-21 11:23:02 ProcessOfMineOFIS 2008
2008-01-21 11:29:34 ProcessOfMineQFIS 2008

2008

FRIS Engine Version : 3.8.0.560

»

01-21 11:27:48:250 FingerTec OFIS Scanner Client 192168112 =
01-21 11:28:11:788 FingerTec OFIS Scanner Client 192168112
01-21 11:28:11:906 CetiD 192.168.1.127 - 0:00:00:000

01-21 11:28:41°:608 FingerTec OFIS Scanner Client 182168112
01-21 11:28:41:812  OFIS Yerify User 1921681127 - 0:00:00:07¢
01-21 11:25:02:640 FingerTec OFIS Scanner Client 192168112
01-21 11:29:02:781  OFIS Verify User 192.168.1.127 - 0:0000001E
01-21 11:23:47166 Sewices Stopped - 0:00:00:344

»

Refresh Rate ; Every 10 Minutes DB Server ; prepressk DE :
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B e e Ea|
'~ Zone Informatian
5 & a o =5
Add  Edt Delete | Save Cancel | Est
| Zane | Fiemark | Mad Date | Total Users |
Zone Name : Testing b Testing [1115/2008 55509 FM | 1|
Remark : E
Mod. Date : 1/15/2008 5.55.09 P
~ Zons Correspondence ldentification Server———————————— Consspandence Dapartment——————————————
Zone Tolal Users || Server IP Deparlment Tolal Users
| 7 e 1921681127
T Testing 2 1921681133
Zane - Server Management Zone - Deparlment Management
Option  Function Option  Function

To save settings or changes.

To add a zone into FRIS. A click on this
prompts a popup window, enabling ad-

ministrators to configure a zone.

To edit existing zone available in a FRIS
server. Please choose a zone before pro-
ceeding to edit.

To remove or delete zone from FRIS - T
= o leave the page and return to the
Delete | Server. You must choose a zone before Eui Main Menu

clicking on this function.

To cancel any settings or changes.

To display information of the selected zone; the name of the Zone and the date when
it is being modified.

To show all Zones connected to FRIS. This is commonly applied if you have more than
one zone connected.

To show the total users stored in the selected zone.



To show the total servers stored in the selected zone.A click on the button “Zone - Server
Management” will lead to another window. Please see setup of server for more details.

2Zone - Server Management “I

~ Awailable Server [ Selected Server
|Zare | Server 1P Server IP
b Testing 192168.1.127
Testing 2 1921661133

2Zone - Department Management “I

Zone:  §iENE £
I~ Avalable Departmy - Selected Department
| Zone | Department | Tatal Users | Department Total Users
»|Sales 0
Technical o

To show the departments stored in the selected zone. A click on the button “Zone - De-
partment Management” will lead to another window. Please see Setup of Department for
more details.

ADD IN NEW ZONE

Step 1 » Click on “Zone” in the Main control panel. A new window will pop up.

Step 2 » Click “add” to start configuration of Zones. Fill in the required information.
Step 3 » Enter Zone name & Remark. Click “Save” to save settings.

Step 4 » You can check the information of the added Zone.
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DELETE A ZONE

Step 1 » Click “Zone” on the main control bar. A new window will pop up.

AFRIS v2.0.0 Build 07-01-2008 (Beta)
File Data Terminal Data Setting About

= o104
» | B -
SXBITIS-ENIBE User Transaction Terminal Data Exit
= User Information ﬁ Zone Maniagerment
UserID: 00002 i |User D [UserName |IP |De.. | Dey
Userhlame il 2erver 41 AM 00002 1921681127 | 2
Emp. No.: 00002 )7
Dept \g/ Department Management . m'
Section
valid: ¥ ﬁsgmon Management
Issued: 112172008 11:27:27 A
Terminal Management:
=/Zener Information el
)
SewerlP 1621681127 Users | Time Zans Management
Zone : Testing Logs: 10 = )
Terminals -1 FingerPrints : 0 04 System Setting
Online Clignts : 0 Bad FingerPrint: 0 :J
El0nling Client |
I |IP | Connectad Date | Last Update |
A 4
2008-01-21 11:28:11 ProcegsoOfline0FIS - 2008-01-21 11:27:48:250 FingerTec OFIS Scanner Client 192168112 ~
2008-01-21 11:28:41 Update OFIS : 192.168.1.127 2008-01-21 11:28:11:796 FingerTec OFIS Scanner Client 192.168.1.1%
2008-01-21 11:28:41 ProcessOmine0Fls 2008-01-21 11:28:11:806 GetiD 182.168.1.127 - 0:00:00:000
2008-01-21 11:28:58 ProcessOffineClient 2008-01-21 11:28:41:608 FingerTec OFIS Scanner Client 192168112
2008-01-21 11:28:02 Update OFIS : 192.168.1.127 2008-01-21 11:28:41:812 OFIS Verify User 192.168.1.127 - 0:00:00:07€
2008-01-21 11:28:02 ProcessOflineOFIs 4 2008-01-21 11:28:02:640 FingerTec OFIS Scanner Client 182.168.1.1%
2008-01-21 11:28:34 ProcessOfline0FIS 2008-01-21 11:28:02:781 OFIS Yerify Uger 192.168.1.127 - 0:00:00:01€
2008-01-21 11:29:47 FingerTec RIS is Stopped 2008-01-21 11:29:47:156 Services Stopped - 0.00:00:344
« > ‘ >
Login Duration : 00:15:33  Date : Monday 21-012008 11:36:11 FRIS Engine Yersion ; 3,8.0.560 | Refresh Rate : Every 10 Mnutes | DB Server : prepresszk DB :

Step 2 » Select a zone to delete.

Step 3 » Click “Delete” to delete the selected zone.

Setup of Servers

Click on “Server” in the Main control panel to enter the Server Management. The com-

plete view of Server Management is as shown below:

+ &5 X | B8 0 | B
Add Edit Delete | Save LCancel E it
Option Function S R

To add a server into FRIS. A click on this
will lead to a new pop up window to
configure for a server.

To save settings or changes done to
the system.

To edit the existing server in FRIS server.
You must choose the server before click-
ing on this.

To cancel any settings or changes
done to the system.

To remove or delete server from FRIS
server. You must choose the server be-
fore clicking on this button.

To leave the page and continue to
Main Menu.




To show the information

X

of the selected server.
.1 5%erver Management
A
+ 5 % | B8 v | &
Add Edit Delete | Save Cancel Exit

Server IP: 1921681127

Server Mame ;. Testing
Zone : Tesling

Remark : -

Mod. Date: 1/21/2008 11:25:01 AM

group by

Server | IP |Zone | Rermark. | Mod. Date | Total T|
P Testing
Testing 2 192.168.1.133 | Testing 1/15/2008 & 0 Fid

:

To show the information of the
connected server.

ADDING A SERVER

Step 1 » Click on “Server” in the Main control panel. A new window will pop up.
Step 2 » Click “Add” .

Step 3 » Fill in the required information of the server.

Step 4 » Click “Save” to save changes and settings.

DELETE A SERVER

Step 1 » Click “Server” on the Main control panel. A new window will pop up.
Step 2 » Select the server you wish to delete.

Step 3 » Click “ Delete” to delete the server.

ZONE-SERVER MANAGEMENT

You can assign any server to any zone, to ease the operation of FRIS.
Step 1 » Click on “Zone” in Main control panel. A new page will pop up.
Step 2 » Click on “Zone-Server Management” to view a new page.

27



28

The list of connected servers, ready
to use in FRIS. The servers appear in
this column is not assigned under
the selected Zone.

To display the name of the selected Zone.
You can choose any Zone before you start
to assign servers into the zone.

Zone - Server Management “I
Zons: (EERR N -
- Avalabl Server I~ Selected Server The list of connected
e B I3 | P I servers, already assigned
¥ Testing 1321681127 | under the selected zone.
| Testing 2 [192168.1.133 |

Control pane
To move the selected server into selected zone.
To move all servers into selected zone.

To remove selected server from the selected zone.

To remove all servers from the selected zone.

Step 3 » This page allows you to assign any connected servers to any connected Zone.

Setup of Departments

Click on"Department” in the Main
dow will pop up.

control panel to enter Server Management. A new win-
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Start Senvice Usat Transaction

Terminal Data

[=IUser Information

User D : 00002
UserMarme
Emp. No.
Dept
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valid: ¥
Issued : 1/21/2008 11:27:27 AM

00002

i Exit
& # Zone Management
i |UseriD |UserName  [IP |De... | Dey
sl 2erver Management. 21 An 00002 1021661127 2

i Jem— e

ﬁ Section Management

[=1Senver Infarmation

E|
a

ServerlP 192.168.1.127

Zone : Testing
Terminals : 1
Online Clients : 0

Usgers
Logs

FingerPrints
Bad FingerPrint

SRS
B
=
£l

\
) Time Zone Management

[=10nline Client

o 1P | Connected Date | Last Update

2008-01-21 112811
2008-01-21 11:28:41 Update OFIS: 1921681127
2008-01-21 11:28:41 ProcessOfilineOFIS
2008-01-21 11:28:68 ProcessOfflineClient
2008-01-21 11:28:02 Update OFI5: 192.168.1 127
2008-01-21 11:28:02 ProcessOfineOFIS
2008-01-21 11:28:34 ProcessOfineCFIS
2008-01-21 11:29:47 FingerTec RIS is Stopped.

Process0flineOFIS

]
Login Duration : 00:22:26 | Date :

Monday 21-01-2008

11:43:04

| 2008-01-21 112748250 FingerTee OFIS Scanner Client 192168110 ~

2008-01-21 11:28:111:796 FingerTec OFIS Scanner Client 192.168.1.12
2008-01-21 11:28:11:906 GeflD 182.168.1 127 - 0:00:00:000

2008-01-21 11:28:41:608 FingerTec OFIS Scanner Client 182.168.1.1%
2008-01-21 11:28:41:812 OFIS Verify User 182 1681127 - 0:00:00:07¢
2008-01-21 11:28:02:640 FingerTec OFIS Scanner Client 192168112
2008-01-21 11:28:02:781  OFIS Verify User 192.168.1.127 - 0:00:00:01€
2008-01-21 11:29:47-156 Semices Stopped - 0:00:00:344
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FRIS Engine Yersion : 3.8.0.560 | Refresh Rate : Every 10 Minutes DE Server : prepress2k DB :




Option Function

To add in a department into FRIS. Click-
e ing on this will lead to a new pop up
window to configure for a department.

Option  Function

To save settings or changes done to
the system.

To cancel any settings or changes

To edit the existing department in FRIS
server. You must choose the depart-
ment before clicking on this button.

Uszer

done to the system.

To assign users into department.

To remove or delete department from
FRIS server. You must choose the depart-
ment before clicking on this button.

I!!!I!I

To leave the page and continue to
Main Menu.

Save
|
=

To show the information of

‘ Tatal Departments : 2

he selected d To list all created departments in system. You need to
the selected department. choose the department before any configurations.
#)Departments Management |
& . ] K
Add  Edi Delele | Gove Comeel | User | Esit
Depariment:  Technical
Department © Zone Date Total Users
Zaone:  Testing ¥ Technical Testing 1/15/2008 5:59: 42 PM 0
Vit Pels ASERTDSEEEREY] Sales Testing 1/15/2008 55351 P 0
I Total ssrs 11

Uers

| Emp Mo

| Section

| 1ssued |valid | Ervolled Templates

To list the users assigned in the selected department.

ADDING A DEPARTMENT

Step 1 » Click on “Department” in the Main control panel. A new window will pop up.
Step 2 » Click “Add” to add a new department.

Step 3 » Fill in the required information to configure the new department

Step 4 » Click “Save” to save all changes and settings.

The password column is optional. Please see more
explanation in USING FINGERTEC TCMS v2.
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DELETE DEPARTMENT

Step 1 » Click on “Department” in the Main control panel. A new window will pop up.
Step 2 » Select the department to delete.

Step 3 » Click “Delete” to delete the department.

USER MANAGEMENT IN DEPARTMENTS

Step 1 » Click on “Department” in the Main control panel. A new window will pop up.
Step 2 » Click “User” to assign users into departments.

Step 3 » A new window will pop up to allow you to assign or remove users from any
department

Step 4 » Close the window and the system will automatically save your changes and set-
tings.

ZONE-DEPARTMENT MANAGEMENT

You can assign departments to any zone to ease FRIS operation.

Step 1 » Click on “Zone” in the Main control panel.

Step 2 » A new page will pop up. Click the “Zone-department Management” to see a new
page.

Step 3 » This page allows you to assign any connected departments to any connected
Zone.

The list of departments, ready to use in

FRIS. The departments appear in this
column are not assigned under the se-

To display the name of the selected Zone. You
must choose any Zone before you start to as-
sign servers into the zone.

lected Zone.
Zone - Department Management |
Zone: | Testing -
I Available Departmen I~ Selected Department The list of departments,
Zone Depattment Total Users Department Total Users a/regdy assigned under
> Technical 0 ¥|Sales ] (] the selected zone.

Control pane
To move the selected department into selected zone.
To move all departments into selected zone.

To remove selected department to the selected zone.

To remove all departments from the selected zone.




Setup of Sections

Click the “Section” on the Main control panel. A new window will pop up.
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= o104 i -
» | 03 # G pfra &
Start Service Usar Transaction | Terminal Data Setiing Exit
B A DT
UserID: 00002 - |User D [Userbame |IP |De... | Dey
Userame L\:—,’,s! R 41 A 00002 2
Emp. No.: 00002 ) h ooz | 182 2
N S AT
Section
valid: ¥ ﬂsgﬁmn Management
Issued : 112172008 11:27:27 AM
Terminal Management
SSewver Information
ServerlP: 1921661127 Users: 1 , ./ DB R E
Zone : Testing Logs 10 P §
Terminals 11 FingerPrints 0 [i¥u] Sustem Setting
Online Clients : 0 Bad FingerPrint - [
E0nline Client Information #4{Section Management S|
o P Connected Date - -
N . [ = 5
Add  Edit Delete | Save Cancel Exit
Section: RED ]
’
Mod. Date : 142142008 11:4%:27 &M
2008-01-21 11:28:1 ProcessOfineOFIS 2168117 ~
2008-01-21 11:28:41 Update OFIS 2 192.1 2168112
2008-01-21 11:28:41 ProcessOfineoFis || | Saction | Mod. Date
2008-01-21 11:28:58 Processomingcl 2168.1.12
2008-01-21 11:29:02 Update OFI5 - 192.14| MRED 00:00:07E
2008-01-21 11:29.02 Processoflinedfis | [Fag 12142008 11-49-33 &M 2168.1.1
2008-01-21 11:29:34 ProcessOMingOF1S 00:00:01€
2008-01-21 11:29:47 FingerTec RIS s Sig
a4 »
Login Duration : O0:26:52 | Date : Monday repress2k DB :
To list all created section in ®
system. You need to choose
the section before any con- . . .
figurations. To show the information of the selected section.

Option Function Option  Function

To add in a section into FRIS. Click on
this will lead to a new pop up window
to configure for a section.

To save settings or changes

To edit the existing section in FRIS serv-
er. You must choose the section before
clicking on this button.

To cancel any settings or changes.

To remove or delete section from FRIS
server. You must choose the section be-
fore clicking on this button button.

To leave the page and continue to
the Main Menu.

ADD IN SECTION

Step 1 » Click on “Section” in the Main control . A new window will pop up.
Step 2 » Click “Add” to start configuration of Section.

Step 3 » Fill in the required information.

Step 4 » Click “Save” to save settings. Now you can check the information of the added
section.
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DELETE SECTIONS

Step 1 » Clickon “Section” in the Main control .

Step 2 » A new window will pop up. Select the section to delete.

Step 3 » Click “Delete” to delete the selected section.

System Settings

You can configure the FRIS system to suit your requirements. You must make sure all
settings are done properly to avoid any interruption to the FRIS system. To configure
settings in the FRIS system, perform do the following,

System Setting

5|

Register Template Checking

MasimumTerminal ;5 (1-18]

T:N Thresold: 10

11 Thresold: | 3

Automatic Purge Transaction > 10

Refresh User DataEvery 50
Automatic Download AttLog Time Interval
Daily Timer Download AttLog  Clock A Clock B:

[V] Automatic start services

[V Automatic create user from teminal att log

[V] Replace existing Terminal template

Cancel

[ Ce0ff, 1: Check in User. 2 Check &l ]

[ T:Lowest - 10:Highest ]

£ (1:Low, 2Medium, ZHich)
Eloays  (1-120)

Minutes [0 =Mewer Refresh |

[HH:MM:55)

[V] Automatic import new enrolled FRIS template to Terminal template

Step 1 » Click on “Sys Set-
tings” in the Main control
panel.

Step 2 » A new window will
pop up.

Step 3 » Press “OK” to save
all changes and settings.

Register Template Checking

Automatic Download AttgLog Time Interval

0:0ff - To order FRIS to not check into database during a
new fingerprint enroliment

1: Check in User - To order FRIS to check only in the data-
base of the selected user during fingerprint enrollment of
this user.

2: Check All - To order FRIS to check in the entire database
during a new fingerprint enrollment

Maximum terminals

To configure time interval for FRIS server to download at-
tendance log from connected FingerTec Terminals.

» Only working when connected to non-FRIS reader, where
it stores attendance logs

» Configure this and FRIS 2 always downloads attendance
logs automatically.

Daily Timer Download AttLog

1 to 15 - The total FingerTec terminals allowed to connect
to the FRIS servers.

1:N Threshold

1to 10 (1 as lowest and 10 as highest)

The threshold value for FRIS to verify users’ fingerprints dur-
ing 1 to Many verification.

1:1 Threshold

1to 3 (1 as low, 2 as medium and 3 as high)

The threshold value for FRIS to verify users’ fingerprints dur-
ing 1to 1 verification.

Automatic Purge transaction

» To configure timer for FRIS 2 to start to download attend-
ance log from connected FingerTec terminals.

» Maximum 2 different download timer for a particular
day.

» Only working when connected to non-FRIS reader, where
it stores attendance logs.

» Configure this and FRIS 2 always download attendance
log at the right time.

Automatic create user from terminal att log.

1 to 120 days - To order FRIS to purge the attendance data
automatically after a time period. This can avoid the server
overload with old attendance data.

Refresh user data every

» To enable FRIS 2 to create a new user account automati-
cally right after attendance log download from connected
FingerTec terminal.

» Enable this and administrator does not need to create a
new user account before attendance log download.

Automatic start service

Any value in minutes.0 as never refresh - To order FRIS to
refresh or update users’ attendance data in system.

Yes or No - To order FRIS to start automatically once server
is powered on.

» Automatic Download AttLog Time Interval.

» Daily Timer Download AttLog.

» Automatic create user from terminal AttLog.

» Automatic impo.




6 - CONFIGURATIONS OF TIME ZONES

Every time a fingerprint is captured and sent to FRIS for verification, the process occurs

as below,

Fingerprint
captured by AC800

Plus
v

Fingerprint sent
FRIS server

v

Verification is done
and transaction is
recorded into FRIS
database

RFIS checks time
zone group of the
user

Result returned to
— AC800 Plus and
message prompt

If time zone group is valid,

» User ID and user name
are showed

» “Verified” is showed

» Terminal says “Thank you”

» Door is unlocked

\

If time zone group is valid,

» User ID and user name are
showed

» “Time period deny” is
showed

» Door is closed

to user

A time zone consists of a Start time and an End time. If the user’s clocking time falls in
between the Start time and End time, FRIS considers this is as a “valid time period”.

Example, time zone 1 = 08:00 - 20:00, any time that fall between 8:00am and 8:00pm
is consider as a valid time period. Other than that, it is considered as an“invalid time
period”

Free access 00:00 to 23:59

Forbidden 23:59 to 00:00

If you would like to allow all day access to your
users, you must use a free access time zone,
which is 00:00 to 23:59.

If you would like to block a user from accessing all days, you must use the forbidden
time zone, which is 23:59 to 00:00.

FRIS, offers a total of 50 time zones. The default time zone is 00:00 to 23:59

After configuring time zones, a time zone group is required. A time zone group can sup-
port up to 3 time zones. This is applicable if users have multiple time zones.

For example, a cleaner can enter a premise to

08:00t0 12:00 (8:00am 5 cleaning during office hours, but she is not

to 12:00pm)
P allowed to enter before or after working hours
2 1400t017:00(200pm  5h4 Junch break. Therefore there are 3 time
to 5:00pm) .
zones assigned,
3 18:00 to 20:00 (6:00pm ) )
to 8:00pm) Therefore time zone group = (Time zone 1,

Time zone 2, Time zone 3)

FRIS, offers a total of 5 time zones groups. Each new enrolled user is added into Default
Time Zone 1 by default, Time Zone Group 1 = free access time zone, time zone 1.

In short, if you would like to use time zones, you need to perform the following
» Configure time zone

» Assign time zone into time zone group

» Assign users into time zone group.
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Setup of Time Zones

Click on “Time Zone” at the Main control panel. A new window will pop up

AFRIS v2.0.0 Build 07-01-2008 (Beta)

Fils Data Ierminal Data Setting About

. A 5
Start Service Transaction | Terminal Data Exit

ElUser Information

ﬁ Zone Management

User|D. 0000z E:H |user D |UserName |IP |De... |Dey
UserName e bt 0003 TR TERET] 3
Ernp. No.: 00002 §
Dept. \§/ Department Management ”‘
Section
alid msgmun Management

Issued : 1421/2008 11:27:27 Ad

‘ Terminal Management:

=IServer Infarmation o
) Time Zone Managsmenit

ServerIP: 1921681127 Users: 1
Zone : Testing Logs: 10 K
Terminals 1 FingerPrints - 0 0T} System Setting

Online Clients : 0

=

Bad FingerPrint

IE

Function

Option

To add in a new time zone into FRIS.
Click on this to start to configure for a
time zone.

Option

Function

To save settings or changes

To edit the existing time zone in FRIS
server. You must choose the time zone
before clicking on this button.

To cancel any settings or changes.

To delete time zone from FRIS server.
You must choose the time zone before
clicking on this button.

To leave the page and continue to
the Main Menu.

“¥]Time Zone Management

|

TZ Mame | Sunday | Monday | Tuesday Wednesday

DEFAULT TIME Z0N
DEFAULT TIME Z0N|00:00 To 22359 |00:00 To 23:59 |00:00 To 2359 |00:00 To 2359

Time Zone Group ‘ Time Zone User Time Zane ‘
= & L IR -
Add  Edit Delete | Scve Cancel | Exit
Time Zone Name : DEFALILT TIME Z0ONE 1
Sunday: 00:00 To 2353 Thursday : 00:00 To 2353
Monday: 00:00 To 2359 Friday : 00:00 To 2359
Tuesdsy : 00:00 To 2353 Saturday : 00:00 To 2353
Wednesday : O0:00 To 2359

| Thursday | Friday | Saturday

00:00 To 2359

To 2359 |00:00 To 2359

DEFAULT TIME ZON|00:00 To 2259 |00:00 To 23:59 |00:00 To 2359 |00:00 To 2359

00:00 To 23,59 |00:00 To 2359 |00:00 To 23.59

DEFAULT TIME Z0N|00:00 To 23:53 |00:00 To 23:59 |00:00 Ta 2353 |00:00 Ta 2353

00:00 To 23:59 |00:00 To 2353 |00:00 Ta 23:59

DEFAULT TIME Z0N|00:00 To 22359 |00:00 To 23:59 |00:00 To 2359 |00:00 To 2359

00:00 To 2359 |00:00 To 2359 |00:00 To 23:59

To show the information of

the selected time zone. need to

To list all created time zone in system. You

choose the time zone before any

configurations.



ADD IN A NEW TIME ZONE
Step 1 » Click on “Time Zone" in the Main control panel. A new window will pop up.
Step 2 » Click “Add” to add a new time zone.

Step 3 »Fill in the name and time zone for each day.
Step 4 » Click “Exit” to save changes and settings.

DELETE TIME ZONE

Step 1 » Click on “Time Zone” in the Main control panel. A new window will pop up.
Step 2 » Select a time zone to delete

Step 3 »Click “Delete” to delete time zone.

Time Zone Group

Step 1 » Click on “Time Zone” in the Main control panel. A new window will pop up:
Step 2 » Click Time Zone Group page.

Step 3 » The window will turn into a new page,

To show the information of the selected
time zone group.

¥)Time Zone Management

e Zhens Enre | e e ‘ § =, | To add in a new time zone

A-! 4 | groupinto FRIS. Click on this to

+ &5 % |8 o | 5| { start to configure a time zone
Add  Edt Delste | Save Concel | Est | ? group.

& | To edit the existing time zone
Edit | group in FRIS server. You must
choose the time zone group
before clicking on this button.

Time Zone Group Name: DEFAULT TZG
Time Zone 1: DEFAULT TIME ZONE 1

TimeZone 2: DEFAULT TIME ZONE 2

To delete time zone group from
FRIS server. You must choose
the time zone group before
clicking on this button.

Time Zone 3: DEFAULT TIME ZONE 3

Time Zone 4: DEFAULT TIME Z0NE 4
DEFAULT TIME ZONE &

Time Zone 5

To save settings or changes.

Drag a column headsr hers to aioup by th
To cancel any settings or
Cancel | changes.

To leave the page and continue
to Main Menu.

|12 Group
DEFALLT TZG

| Time Zane 1 | Time Zone 2 | Time Zane 3

| Time Zop
ED

To list all created time zone group in system. You
need to choose the group time zone before you
do any configurations.

ADD IN NEW TIME ZONE GROUP
Step 1 » Click on “Time Zone” in the Main control panel. A new window will pop up.
Step 2 » Click Time Zone Group page.




36

Step 3 » A new page will appear.

Z)Time Zone Management

|

\ i | eI e |
- & B 0w | &8
oi et Delse | Save Cancel | Ewit

Time Zone Group Name

Time Zone 1:

Time Zone 2 :

Time Zone 3

Time Zone 4

Zorie LB

DEFAULT TIME Z0NE 2
DEFAULT TIME ZOMNE 2
DEFAULT TIME ZOME 1

DEFAULT TIME ZOME 3

Time Zone 5«

| TZ Graup | Time Zane 1
» DEFAULT TZG

| Time Zaone 2 | Time Zane 3 | Time Zane 4 | Time Zone 5
|DEFAULT TIME ZONE|DEFAULT TIME ZON|DEFAULT TIME ZOME| DEFAULT TIME ZOKE DEFALILT TIME ZON|

Step 4 » Click “Add” to add a new time zone group.
Step 5 » Fill in the name and time zones of the group.
Step 6 » Click “Save” to save changes and settings

DELETE TIME ZONE GROUP

Step 1 » Click on “Time Zone” in the Main control panel. A new window will pop up.
Step 2 » Click the Time Zone Group page.

Step 3 » A new page will appear.

“)Time Zone Management

5|

\ Time Zone Gioup | TimeZone User TimeZone |
B L. -1
pdd  Fdt Delete | Save Carcel | Est

Time Zone Group Name -

| T2 Group | Time Zone 1

|MDEFAULT T25

Time Zone 1

Time Zone 2:
Time Zone 3 :

Time Zone 4 :

Time Zone §

| Time Zone 2

DEFAULT TZG

DEFAULT TIME ZOME 1
DEFAULT TIME ZOME 2
DEFAULT TIME ZOME 3
DEFAULT TIME ZOME 4

: DEFAULT TIME ZONE &

| Time Zone 3

| Time Zone 5

Step 4 » Select a time zone group to delete.
Step 5 » Click “Delete” to delete time zone group.



User Time Zones

Step 1 » Click on “Time Zone” in the Main control panel. A new window will pop up.
Step 2 » Click User Time Zone page. A new window, will pop up.

Step 3 » Adjust your settings

Step 4 » Click to close the page to save changes and settings.

To display the name of the selected Time Zone Group. You must choose to
any Time Zone Group before you start to assign servers into the zone.

Z)Time Zone Management

[

Time Zone Group

Time Zone I Lset Time Zone

Time Zong Group | DEFAULT TZG -

1
[DEFAULT TIME ZOME 1, DEFAULT TIME ZOME 2, DEFAULT TIME ZOME 3, DEFAULT TIME ZONE 4,‘|

[~ Available User

FSE\EClEd User I

Depart - Seat

|UserID | UserMame  Depatment | Section

@ UserID  UserMame 0

| T2 Group

@ User D User Name 2

User ID | User Name | Department |Section |

Available Users- The list of users available
in the FRIS system, but not assigned into
the selected Time Zone Group.

The list of users already in the selected
Time Zone Group.

Control pane

To move the selected user into selected Time Zone Group.
To move all users into selected Time Zone Group.

To remove selected user to the selected Time Zone Group.

To remove all users from the selected Time Zone Group.




7 « FRIS SERVER AND TRANSACTIONS MANAGEMENT

Start and Stop FRIS Services

When the FRIS server starts, it will not run automatically. You must order the FRIS server
to start the service before all connected FingerTec terminals can interact with it.

Click “Start service” to order the FRIS server to start its operations:

w10k
%18
un

E B # 3

Start.é-a.-rvice User Terminal Data Setting Exit

Transaction

When the service starts, you will see the window change as shown below:
Here are the details of each portion,

User Information - Prompt to show information of user, during FRIS is verifying user’s fingerprints.
User ID: The user ID assigned to the user.

User Name: Name display on FingerTec terminals during verification.

Emp No: Employee ID of the user.

Dept: The department which user belongs to.

Section: The section which user belongs to.

Valid: Y - Yes, user is activated in FRIS server and ready to verify by FRIS server.N - No, user is de-acti-

Server Information

- To show the informa-
tion of the FRIS in use.
Server IP: The IP address
of the FRIS server in use.
Zone: The zone, which
FRIS server belongs to.
Terminals: The total of
connected FingerTec ter-
minals to FRIS server.
Online Client: The total
of connected FRIS client
to FRIS server

Users: The total of users
inside FRIS server.

Logs: The total of trans-
action logs stored inside
FRIS server.

Fingerprints: The total
of fingerprint templates
stored in FRIS server.

Bad fingerprints:T h e
total of bad fingerprint
templates stored in FRIS
server.
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vated in FRIS server and user cannot verify his fingerprint at any connected FingerTec terminals.
Issued: The date when user was added into FRIS server.

To show all captured
transaction logs of
all users.

AFRIS ¥2.0.0 Build 07-01-2008 {Beta)
Flz Dota Termin Dota Sekting About

2

User

Stop Senice

Terminal Data Setting ‘ Exit

=lUser Information

UserID: 00002
Userame
Emp. No.: 00002
Dept
Section
Valid - ¥
Issued : 172152008 11:27:37 AM

LogD_|pate  / |Time

14/2008-01-21 11:28:41 AM 00002
»bam TR

|UserID |UserName |IP|

o

=l Server Information

ServerlP: 1921651127  Users: 1
Zone : Testing Logs: 10
Terminals : 1 FingerPrints : 1

Online Clients : 0 Bad FingerPrint: 0

E=I0nline Client Information
D |IP

| Connected Date | Last Update |

bl
Login Duration : 00:41:52

2008-01-21 11:28:58 PracessOffiineCliznt < 2008-01-21 11:28:41608 FingerTec OFIS Stanne)
2008-01-21 11:20:02 Update OFIS : 192.168.1.127 2008-01-21 11:28:41:812 OFIS Verify User 192,16
2008-01-21 11:28:02 ProcessOfineCFIS 2008-01-21 11:28:02:640 FingerTec OFIS Scanne
2008-01-21 11:28:34 ProcessOffineOFIS 2008-01-21 11:28:02781  OFIS Verify User 19216
2008-01-21 11:20:47 FingerTec RIS is Stopped 2008-01-21 11:20:47156 Senices Stopped - 0:00)
2008-01-21 12:02:26 TCP Part:4368 2008-01-21 12:02:26:125 1:M FingerPrivt Temmplate
2008-01-21 12:02:26 UDP Port:4371 2008-01-21 12:02:26:126 Bad Templates 0
2008-01-21 120236 FingerTec RIS s ready. 2008-01-31 12:02:26:156 Senices Started - 0:00

Date : Monday 21012008 12:02:30

v 4
ru]s Engine Version : 3.8.0.560 | Refresh Rate : Every 10 J\nutes [

Online Client Information to
show information of all con-
nected FingerTec terminals

: :

To show the connection To show all operations
status between FRIS server done in FRIS server.
and all connected FingerTec

terminals.



On with this page, you can find and read impor- : ;
) page, y : por- : Reminder
tant information of FRIS server and FingerTec ter- : .
. i . i FRIS server only operates when service starts and
minals. Furthermore you can view the operation : running. Closing the application will cause inter-
£ S di f ki h : ruption to all connected FingerTec terminals. You
of FRIS and its operation status, to make sure the i can minimize the window so you can run other

system is runn ing properly. applications at the same computer or server.

Transactions Management

All transaction logs are captured and saved in the FRIS server. These will be the user raw
clocking data. You can choose to view, edit or delete these transaction logs.

Use FingerTec TCMS V2 to download these transaction logs, and to generate reports.
These transaction logs are important and should be secured from any interruption.

Click on“Transaction” in the Main control panel, A new window will pop up.

(%) C & I

Stop Senice Terminal Data Setting Exit

To add in a new transaction log of user

into FRIS server. To save settings or

changes.

To edit the existing transaction log in FRIS

server. You must choose the transaction Te ;
i - 0 cancel any settings or
I fore clicking on thi n. &

log before clicking on this butto Camel | changes.

To show the information of
the selected transaction log
of a user for specific date.You
can choose the date at the
calendar display.

To delete transaction log from FRIS server.
You must choose the transaction log be-
fore clicking on this button.

To leave the page and
continue to Main Menu.

FingerTec Terminal

Specify the ID number and the type of model for each installed terminal, and its known communication pert for RS-232/485 connection, or its unique IP address for TCP/IP connection.
In order o enable a disabled terminal, make sure the terminal is connected online to your PC before you untick the ‘Disabled’ checker
IMPORTANT: Click *Activate Terminal button to activate the terminal in order to able to download clocking data from terminal.

Disabled Product Key Activation | 1D | Group Description Model Serial No. | Connection | Baudrate IP Address Port
JT3H-BQXA-SX6S  [JMBRRYMZ 4 0 IKiosk 100 8203883 USB 115200 192.168.1.201 4370
KSUL-WBGP-RFJE  |KZKBPURD 1 0 R2 8202660 FRIS 115200 192.168.1.51 4370

To allow administrator to search a specific transaction log of user. . .
Fill in the field and click “Search” to start the operation. Related To list all transaction logs
transaction logs showed at the column below. stored in FRIS server.

With a complete view of the page, you can handle all transaction logs easily. Please han-
dle these transaction logs with care; to make sure all transaction logs are not interrupted.
These transaction logs are used for further analysis and evaluation.
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Data Analysis by FingerTec TCMS V2

FRIS 2 server only stores all transaction logs, it is not able to provide any reports. There-
fore, use the FingerTec TCMS V2 to download transaction logs from FRIS 2 server. Follow
the steps below to connect FingerTec TCMS V2 into FRIS 2 server.

Step 1 » Add in the product key and activation key of FingerTec terminals connected with
FRIS 2 server. Activate the terminals.

inal

FingerTe

Specify the ID number and the type of model for each installed terminal, and s known cemmunication port for RS-232/485 connection, or its unigue IP address for TCPAP connection
In order to enable a disabled terminal, make sure the terminal is connected online te your PC before you untick the Disabled” checker.
IMPORTANT: Click *Activate Terminal button to activate the terminal in order to able to downioad clocking data from terminal

Disabled | Product Key Activation | D | Group Description Mode! SerialNo. | Connection | Baudrate P Address port | key | =
T3H-BOXA-SXES | JMBRRYMZ A 0 IKiosk 100 8203893 |USB 115200 192.168.1.201 4370
KEUL-MBBP-RFJE | KZKBPURD 1 0 RZ 5202860 FRIS 115200 192.188.1.51 4370

onne o remote FRIS database server ho

Specify the server host name or its IP address where the FRIS databaze iz
inetalled. Login the server host using the database’s default username and
autherised password.

FRIS database server | localhost b |
ODBC driver | MySQL ODBE 3.51 Driver 2
Add Activa Description | | )
|

Databaze | FRIS |

Username | FRIS

Password

Step 2 » Click Device > FRIS database server management.

FRIS database server — the IP address of FRIS 2 server

ODBC driver - default MySQL ODBC 3.51 Driver

Database — The name of database table, default as FRIS

Username - The login username of the database table, default as FRIS

Password - The login password of the database table, default as 123 (same as login password of FRIS 2 server)

Step 3 » Under the FingerTec Terminals tab, select the FRIS 2 server to connect to down-
load data. Click the Connect button to proceed.

The TCMS V2 then connects to the FRIS 2 server to display all connected FingerTec
terminals. Click “Synchronise Terminal” to download information into the FingerTec
TCMS V2.

Click at Advance Settings, and a new window pops up as below. You can configure the
settings of a FingerTec terminal in this page.



Terminal Advanced Settings

Terminal ID
Description
Pulling Host IP
Mo attendance records
Language
Date format
Voice

1:N Threshold
1:1 Threshold
Only 1:1

Idle minute
Idle action
Lock delay

‘Wiegand format

‘ FingerTec

English
Y-MK-DD

g 0
SAIENES

Sleep Mode  |¥

st

x
~

Baudrate

[P Address
Conngction
Communication Key
Sleep time
Power off time
Powrer on time
SDK version
Firmware version
Administrator
User

Fingerprint

Password

User log

115200 .
TCRAP ~

o'clock
o'clock

o'clock

6034
Ver 6.20 Mar 20 2009

Lo

[EEET. |

Default Setftings

J (

Set Settings

J

Print Settings

] [ Update Firmware ] [ Close

J

Step 4 » Under the tab User Enrolments, you can download users from the FRIS 2 server
into the FingerTec TCMS V2. Leave the column Department (or Section) blank, and the
software will download all users from the FRIS 2 server.

However you can choose to define either the department or section to download. Click
the Connect button to start.

3 FRIS Database Server Management

FingerTec Terminals ~ User Enroliments |Transa|:tmn Lngsl
Department Section User ID

[ Engineering | | | w e
Administration | -

Name Emp No. Department Section User Name Valid Select | ||
Technical |

>
Sync Sv2 Copy Database

41



Step 5 » Tick the column “Select” to include the users to download. Click Synchronise
TCMS v2” to download users.

2 FRIS Database Server Manageme!

FingerTec Terminals  User Enroliments | Transaction Logs I
Department Section User D
Engineerin v ~ @
| e g I I | [ select this page
No User ID Name Emp No Department Section User Name Valid Select | &|
1|03038 E 03038 Enginsering Aidid [v] [+]
2[03033 E 03029 Enginsering Henry [v] v/
3[030s7 E 03057 Enginsering TH Lee [v] v |
[ Synchronise TCMSv2 % [ Copy Database ] [ Transfer User ] [ Delete User ]

In case you have multiple FRIS 2 servers to manage, and you would like to copy users
among the servers, click Copy Database.

Fill in the information and select the FRIS 2 server to copy to.

FingerTec Terminals ~ User Enroliments | Transaction Logs |
Department Section User ID B
ect to res FRI atabase server host [ select this page
| = FRS databsse server [ locaiost | o || e || s=ee 1A
1/03038 - . v v]
202028 - ODBC driver | MySQL ODBC 3.51 Driver v | = =
3(03057 - Datatase | FRS2 | [v] [v]
Username | FRIS 2
Password | ==
Select FRIS database server Status =
=
Copy Database [ogbse |
-
[ Synchronise TCMSv2 ] i Copy Database J [ Transfer User ] [ Delete User ]

In case you have multiple FRIS 2 servers to manage, and you would like to transfer users
among the servers, click Transfer User.



Select the users to transfer. Fill in the information and select the FRIS 2 server to transfer
to.

FingerTec Terminals  User Enroliments I Tranzaction Logs I
Department Section User ID
[ select this page
ki Hesay FRIS database server ‘ localhost v ‘ e2 || veE || E=EE e
1(03038 - v 1+
Slomoz - QDBC driver | MySQL ODBC 3.51 Driver v ol ol
3loasr |- Databsse | s ‘ [v] ]
s
e
Select FRIS database server Status _I
T er User [ Close J 1
[ Synchronize TCMSv2 } [ Copy Databaze ] L Transfer User J [ Delete User J

Step 6 » Under the tab Transaction logs, you can download transaction logs from the FRIS
2 server into the TCMS v2. You can either

View and download new transaction since last download
View and download from a specific time period

FRIS Database Server Managem

FingerTec Terminals | User Enroliments  Transaction Logs |
@ View new transaction since last download Last downloaded transaction log ID: l:l
O view from = Select Department-
No. Log D User D Name User Name FRIS Server ) Log Time -~
S 1936|03074 Hana FingerTec 2|02/07/2010 08:33
8 1937|0307% Kerol FingerTec 2|02/07/2010 D834
7 1938| 03060 Ana FingerTec 2|02/07/2010 08:38
8| 1938|03070 Beelay FingerTec 2|02/07/2010 0837 b
9| 1940| 03059 ChuYeong FingerTec 2|02/07/2010 08:40
10 1941]03078 FingerTec Z/02/07/2010 D8:41
11 1942|0303% Henry FingerTec 2|02/07/2010 08:43
12| 1943|02070 Beelay FingerTec Z|02/07/2010 D8:44
13| 1942/03042 Zul FingerTec 2|02/07/2010 08:45
14] 1945] 02030 Chia FingerTec Z|02/07/2010 D848
15| 1948|0304 Ayu FingerTec 2|02/07/2010 08:48
16| 1947|03068 FingerTec Z|02/07/2010 08:51
17| 1543| 03058 Wei Sim FingerTec 2|02/07/2010 08:52
18| 1949)03034 Ray FingerTec Z|02/07/2010 08:54
19| 1950|03057 TH Lee FingerTec 2|02/07/2010 08:54
20 1951|03066 FingerTec 2|02/07/2010 08:56
21 195201115 Willy FingerTec 2|02/07/2010 08:58
22 195303038 Aidid FingerTec 202/07/2010 09:02 il
[ Include this FRI database server during subsequent TCMSv2 data dowenload

43
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Define the method and click the Connect button. You can check and view the transaction
logs one by one. Click “Download Log” to save all into the TCMS V2.

Now you can generate reports as you want to. However, make sure you already config-
ured your clocking schedules and group duty rosters properly so you can view and print
reports.

THE“PASSOWRD” CONTROL

In the FRIS 2 server, you can define a password for each department. The password is to
limit the administrator from downloading data from the FRIS 2 server. Administrator can
only download data from the FRIS 2 server for a specific department, if he/she has the
department password from the FRIS 2 server.

Example: In the FRIS 2 server, the Engineering department is assigned with a password
“engine”. Now in the TCMS v2, the administrator must insert the password into the col-
umn Password.

E2 FRIS Database Server Management |Z‘
zer Enroliments | Tranzaction Logs |
FRIS Server
No. FRIS Server o Model Serial No IP Address Walid -
1|FingerTec 1(R2 8202660 192.168.1.51
2|FingerTec 2|i-kiosk 100 8203884 192.168.1.50
Synchronise Terminal Advanced Seftings

Now click “Connect”.



FRIS Database Server Managem

FingerTec Terminals ~ User Enrcliments | Transaction Logs |
Department Section User D
= = 9}
| | | | [ select this page
Ne. User D Name Emp No. Department Section User Name Valid Select | ~
03038 B 03038 Engineering Aidid [+ ]
2|0303s - 03038 Enginesring Henry [+ 1
3|03057 B 03057 Engineering TH Lee V] [
=
Select all pages [ Synchronise TCMSv2 ] [ Copy Database ] [ Transfer User ] [ Delete User ]

Under User Enrollments, click “Connect “. TCMS v2 will only download users assigned to
the Engineering department.

FRIS Database Server Managem |

FingerTec Terminals | UserEnrcliments  Transaction Logs |
(3) View new transaction since last download - Last downloadsd transaction log ID: l:|
) Visw from - =i 02 = Q" Select Department-
No Log ID User ID Name User Name FRIS Server D Log Time -]
1935|03057 TH Lee FingerTec 2|01/07/2010 18:04 |
Z 1942|03039% Henry FingerTec 2|02/07/2010 08:43
3 195003057 TH Lee FingerTec 2|02/07/2010 08:54
4 195303038 Addid FingerTec 2|02/07/2010 09:02
B 1977|03038 Aidid FingerTec 20201012
3 1996|0303 Aldid FingerTec 2|02/07/2010 14:28
7| 1989| 03038 Henry FingerTec 2|02/07/2010 1510
8| 2001|03038 Aldid FingerTec 2|02/07/2010 17:32
El 2003|03057 TH Lee FingerTec Z|02/07/2010 18:08
10 2012|03057 TH Lee FingerTec 2|05/07/2010 08:51
11 2032|0303 Henry FingerTec Z|05/07/2010 0813
12| 2039|03057 TH Lee FingerTec 2|05/07/2010 09:34
13| 2041|03038 Henry FingerTec Z|05/07/2010 10:28
14] 2044|0303 Aidid FingerTec 2|05/07/2010 11:48
15| 2061|03039 Henry FingerTec Z|05/07/2010 16:25
16| 2083|0303% Henry FingerTec 2|05/07/2010 18:04
17| 2065| 03057 TH Lee FingerTec Z|05/07/2010 18:08
18] 2071]03057 TH Lee FingerTec 2|08/07/2010 08:48 il
D Include this FRIS database server during subseguent TCMSv2 data download

Under the Transaction Logs tab, click the “Connect” button and the TCMS V2 will only
download transaction logs of the users assigned under the Engineering department.

45



46

8 « FRIS 2 SERVER AS DATA STORAGE SERVER
(NO ONLINE VERIFICATION)

To Use FRIS 2 with Normal Fingertec Terminals

These FingerTec terminals stores all user data in the FingerTec terminals. User data
are transfered to all connected FingerTec terminals such as fingerprint, password, time
zones etc. In this design, FRIS Il acts as a control station to interact with all connected
FingerTec terminals for user data modification transferring. Kindly take note, FRIS Il will
not conduct any online verification with connected FingerTec terminals. All verifica-
tion process are done locally in the FingerTec terminal itself.

Transaction logs are stored in the FingerTec terminals. FRIS Il can be used to download
transaction logs from connected FingerTec terminals, and store them in the MySQL
database. Administrators are able to view the downloaded transaction logs in FRIS II.
FRIS Il does not integrate with any clocking rules, and therefore it cannot generate any
attendance for users. Administrators only can view raw clocking data of users in FRIS II.
Administrators will need to use the TCMS V2 if the administrator would like to generate
attendance data and reports for users.

Administrators can choose to use other time attendance software to generate attend-
ance data and reports. The FRIS Il stores transaction logs in a MySQL database, to ease
software developers access into the database to gather the required clocking data. In
this design, FRIS Il stores transaction logs in a MySQL database, and is ready to be used
by any other software for further processing.

ONLINE FINGERPRINT ENROLLMENT AND VERIFICATION

This operation is only available when FRIS Il works with FingerTec terminals with a FRIS
function. All fingerprints captured in readers are forwarded to the server for enroll-
ment and verification. Normal readers without FRIS function cannot support this.

DOWNLOAD, VIEW AND EDIT TRANSACTION LOGS

When FRIS Il works with FingerTec terminals with a FRIS function, all transaction logs
are stored inside the server once the verification process is done. Administrator can
view and edit transaction logs in the page Transaction from main menu.

While the FRIS Il can work with normal FingerTec terminals without FRIS function ad-
ministrators must download transaction logs stored in readers from the page Terminal
Data > Terminal Transaction. Storage inside readers are cleared after the download
process. The administrator can view and edit the transaction logs in the page Transac-
tion in main menu.

GROUP TIME ZONE AND TIME ZONE

When the FRIS Il works with FingerTec terminals with a FRIS function, all group time
zones and time zones are defined locally in the server. Administrators are not required
to upload the settings to the terminals.



For FRIS Il with normal FingerTec terminals, group time zones and time zones are defined
locally in a server, and uploaded to the readers to take effect.

Start to Use FRIS 2

FRIS Il can act as a data management center for normal FingerTec terminals. FRIS can be
used to,

» Store user data (user names, fingerprints, passwords, RFID cards etc)

» Transfer user data between all connected FingerTec terminals

» Configure time zones to control user accessibilities to all connected FingerTec termi-
nals.

» Download transaction logs from all connected FingerTec terminals for viewing purpos-

es.
o104 -

> R B

Start Senice User Transaction a Sefting
=lUser Infarmation ﬁ. Terminal User
UgeriD: .= [%
Userdame : 'g Terminal Transaction
Emp. Ko

Dept. : Tetminal Access Contral

Now FRIS Il is storing all user data and transaction logs in a MySQL server as a centraliza-
tion database. Administrators can access the MySQL server to gather the required data
for any further software processing.

Terminal Users

This section teaches users to:

» Edit the users data (user names, passwords, RFID cards, verification types, time zones
etc)

» Transfer users among all connected FingerTec terminals.

» View all users available in FRIS Il and in FingerTec terminals, as a quick check.

To upload all users data to con- To delete user data connected to
nected FingerTec terminals, in- FingerTec terminals, including To del d .
cluding usernames, fingerprints, usernames, fingerprints, pass- F??I < ge;e d,“-‘e’ s data in
passwords, RFID cards etc from words, RFID cards etc. , Incluaing usernames,
FRIS II. fingerprints,  passwords,
— @ RFID cards etc.
= FingerTec Termjnal User Management [ X |
I+

. =
1 Downlaod Upload Del User (Terminal) ~ Del User (PC)

| User D Mame | Department | Fingerprint | ser Name | Privilege | Password | Card | Enabled| Ver Type | Time Zone Group
¥/ 00001 Acministration [ User 3083228 FP/PW/RF  Group 1

00002 Engineering 0 User 0 FRAPW/RF  Group
00004 Finance 2 Rose User i FPAPW/RF  Group 1
00005 Finance 2 Kamaiich  User [ FRAPW/RF  Group 1
00005 Sales & Marketing 2 Hamidah  User i FRAPW/RF  Group 1

To download all users data from connected FingerTec
terminals, including usernames, fingerprints, pass-
words, RFID cards etc to FRIS II.
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In this page, administrators can modify user data and upload them to connected Fin-

gerTec terminals.

User ID: The user ID assigned to users during first enroll-
ment. Not allowed to change.

Name: The official names of users. Not displaying in Fin-
gerTec terminals.

Password: Password for users verifications. Max-
imum is 5 digits. Allowed to change and upload
to connected FingerTec terminals.

Department: Department which users are assigned to.
Not displaying in FingerTec terminals.

Card: Number RFID card of users. Maximum is
9 digits. Allowed to change and upload to con-
nected FingerTec terminals.

Fingerprint: Total fingerprints enrolled by the users.
Maximum is 10.

Enabled: To show users are allowed to verify at
FingerTec terminals.

User Name: Nicknames of users to display on FingerTec
terminals during verification. Maximum is 9 characters.
Allowed to change and upload to connected FingerTec
terminals.

Privilege: The level of accessibilities of users to Fin-
gerTec terminals. Users, enrollers, administrators or
supervisors. Please see details in FingerTec hardware
manual for more details of levels. Allowed to change
and upload to connected FingerTec terminals.

Ver Type: Types of verification for users. Total of
15 types. Allowed to change and upload to con-
nected FingerTec terminals. Please see more
details of types of verifications in FingerTec
hardware manual.

Time Zone Group: Group time zone of users, to
control accessibilities to connected FingerTec
terminals. Allowed to change and upload to
connected FingerTec terminals.

DOWNLOAD USERS

User data stored in FingerTec terminals can be downloaded and saved into the FRIS II. The
user data can also be uploaded to other FingerTec terminals, to ease the operation.

Kindly take note of the following during download process,
» Select the correct FingerTec terminal to the download from.

» Select the correct users to download.

» Include the desired data field before download starts.

Download Terminal User
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Choose the IP address of
the connected FingerTec
terminals.

w
ra
o
&«
P
=X

Teminal :

oooo
00002
00004
00005
0000s
00007
00003
00003
ooo70
0ot
ooot2
00073
0o01e
0o0ts

nnnda

[V]wer Type
[V| Fingerprint

Tick "ALL" to select all UserID

users display in the right o Al
column. Ignore this if i
you want to choose the () None
users manually.

Some

JRRERRRRRERERIRE

[V| Time Zone Group
[V|Card Mo

~  Total: 105 Total users stored in
the connected Fin-

P gerTec terminal

Users stored in Fin-
gerTec  terminals
are display. Tick to
choose the users to
download.

Tick the data field
to download. Sug-

gested to select all

fields to gather all
users data during

Click "APPLY" to start the download process.

first download.



UPLOAD USERS

User data stored in the FRIS Il can be uploaded to all connected FingerTec terminals. This
is to avoid users repeating the enrollment or registration.

Kindly take note of the following during the upload process,
» Select the correct FingerTec terminal to upload to.

» Select the correct users to upload.

» Include the desired data field before upload starts.

Upload Terminal User “1
Choose the IP address of e——| inal - 1921681251 - 2 i
the comected FingorTec Terminal : L1681 Taotal:5 I o ;%glﬂusers stored in
terminals. W o000t '
i 00002
vl 00004
User D v 00005
o W 00006
Tick "ALL" to select all g@——— g Al ——————"* Users stored in FRIS
users display in the right server are display.
column. Ignore this if (71 Nane Tick to choose the us-
you want to choose the ers to upload.
users manually. '

[V%er. Tupe [V Time Zone Group
[ Fingerprint [/ Card Mo Tick the data field to
s upload.
Suggested to select
. all fields to upload
Click "APPLY" to start the Appl Cancel n
upload process, PRly all users data during

first upload.

[V|Tsemame +

ivilege + Pas

DELETE USER (TERMINAL)

Administrators can directly access the connected FingerTec terminals to delete the user
data. The user data are still available in the FRIS II. This is to allow administrators to delete
the users in selected FingerTec terminals.

Delete Terminal User “1
Choose the IP address of ¢—— inal - 1921681251 - 2 ° i
the connected FingerTec UETElR Tetel 10 Zﬁéalcgiwergzsrtetyeiim
terminals. Wl 00001 A gerTec terminals.
Wi 00002
vl 00004
User 1D vl 00005
o v 0006
Tick "ALL" to select all g — g gl W] 00007 ———————* Users stored in Fin-
users display in the right ) Wl 00003 gerTec terminals are
column. ) None: W] 00003 display.
Ignore this ifyou want to W] 00010 Tick to choose the us-
choose the users manu- Wl oo ers to delete.
ally. v 0001 2
vl 00013
i 00016
v 000718 -
2 nnma
————= Tick the data field to
[V Fingerprint ~ [V] Card Mo delete.
VI Jsemans ¥ Fiivleas ¥ Passwiard Suggested fo select
all fields to delete all
Click “APPLY" to start the Aol Cancel users data during de-
delete process. E lete download.
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Kindly take note of the following during delete process,

» Select the correct FingerTec terminal.

» Select the correct users to delete.

» Include the desired data field before the delete process starts.

We suggest to select all data fields during the delete process from the FingerTec termi-
nals.

DELETE USERS (PC)

Administrators can delete the user data stored in FRIS Il. The users deleted in FRIS Il are still
available in FingerTec terminals. We suggest to repeat the delete process in the FingerTec
terminals to completely remove the users.

Kindly take note of the following during a delete process,
» Select the correct users to delete.
» Include the desired data field before delete process starts.

Delete PC User “1
Choose the IP address of e— inal: 1921621251 - 2 ° i
the connected FingerTec UETiL e Total: 5 ,T;‘,)éapléfﬁfs storedin
terminals. vl 00001
| 0000z
v 00004
User D v 00005
o ] 0000
Tick “ALL" to select all et g g —————=* Users stored in FRIS
users display in the right server are displa;
column. ~ None e

Tick to choose the us-

Ignore this if you want to ers to delete.

choose the users manu-
ally.

—=@ Tick the data field to
delete.

Suggested to select

i all fields to delete all

Click "APPLY” to start the Appl Cancel i -

delete process. E users data during de

lete download.

Transaction Management

Administrators can download all transaction logs from connected FingerTec terminals
and view them. To start to download transaction logs from connected FingerTec termi-
nals, select Terminal Transaction from the main menu and a new window will pop up.

Y £
Start Senice Lser Setfting
[=User Information \-L:_ Terminal User
UserID: ¥
Userblame : lg Terminal Transaction
Emp. MNo. —
Dept "@ Terminal Access Control




To display the information Tick this column to include the FingerTec ter-

of the selected FingerTec minals in the download process. Download
Click here to start download process terminal process will run for multi terminals.
Terminal Data Downlaod Management “I
O B
Download Exit
DeviD: 1 Serial No: 7103425
DevIP: 192.168.1.251 Firmweare Yer. : Ver 618 Aug 7 2007
Madel: B2 Status : 2007-12-27 10:30:14 log: 2

To display the e—}— Proaress : [ NNECOZN Corricted (Log: 2 Time: 00:00:08 ) |
progress of
download
process.

To display all
connected
FingerTec
terminals.

To display the total of transaction logs downloaded.
Duration of download process also display.

All downloaded transaction logs are stored inside FRIS Il, and ready for viewing. Please
see chapter 6, FRIS Management and Transaction Management for more details in trans-
action log viewing. The transaction logs are in MySQL database so other softwares can
make use of these data.

Time Zones, Group Time Zones and Types of
Verification Management

Time zone and group time zones are used to control the users accessibilities. Only users
with valid time zones are granted access during verification. Please ignore this section if
you are not using the system for access control.

Some models of FingerTec terminals are equipped with 15 types of verification meth-
ods. Please check the FingerTec hardware manual. Administrators can assign users with
different verification methods to increase the security during verification, such as fin-
gerprint with password, fingerprint with password together with RFID card etc. Please
ignore this section if your FingerTec terminals do not come with this function.

= o104 ¥
» 3§ [pB
- E a1t
Start Service Usar Transaction tinal Da Setting
= Usger Infarmation & Terminal User
UserlD: i
UserhMame : l§ Terminal Transaction
Emp. Mo, :
Dept. : Terminal Access Control [%

Administrator can select Terminal Access Control to start and configure this page.
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TIME ZONE MANAGEMENT

FRIS Il allows administrators to configure the time zones for users. There are total of 50 sets
of time zones ready for configuration.

To show all connected FingerTec terminals. Please

tick

the terminals before updating changes to them. Time Zone Page
ET Terminal Access Control X |
e | e | it | e |
D |IP ||| [TimeZone|  sun| | MOM| | TUE| | wED | THUR| | FRI| = =
Lib| 1/182168 1.250 1 00.00 2353 00:00 2353 00,00/ 2353 00.00 2353 00,00/ 2353 0000/ 2353 00.00 2353
»
3 00:00 2359 00:00 2359 0000 23:59 00:00 2359 0000 23:59 0000 23:59 0000 2359
[ 4 00:00 2359 00:00 2359 0000/ 23:59 00:00 2359 0000/ 23:59 0000/ 23:59 0000 2359
[l s 00:00 2359 00:00 2359 0000/ 23:59 00:00 2359 0000/ 23:59 0000/ 23:59 0000 2359
[l s 00:00 2359 00:00 2359 00:00/13:59 00:00 2359 0000/ 23:59 00:00/18:59 0000 2359
07 00:00 2359 00:00 2359 0000/ 23:59 00:00 2359 0000/ 23:59 0000/ 23:59 0000 2359
3 00:00 2353 00:00 2353 00:00/ 2353 00:00 2359 00:00/ 2353 00:00/23:53 0000/ 2353
¥ ] 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
[ 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
b n 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00002359 |
N 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
N RE! 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
[ 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
15 00.00 2353 00:00 2353 00:00/23:53 00.00 2353 00:00/23:53 00.00/23:53 00.00 2353
18 00.00 2353 00:00 2353 00.00/23:53 00.00 2353 00.00/23:53 00.00/23:53 00:00/ 2353
17 00.00 2353 00:00 2353 00.00/23:53 00.00 2353 00.00/23:53 00.00/23:53 00:00/ 2353
] 00.00 2353 00:00 2353 00.00/23:53 00.00 2353 00.00/23:53 00.00/23:53 00:00/ 2353
Last Update [ 18 00.00 2353 00:00 2353 00.00/23:53 00.00 2353 00.00/23:53 00.00/23:53 00:00/ 2353
200712.26 101403 [ = 00.00 2353 00:00 2353 00.00/23:53 00.00 2353 00.00/23:53 00.00/23:53 00:00/ 2353
21 00:00 2359 00:00 2359 00:00/23:59 00:00 2359 00:00/23:59 00:00/23:59 00:00/ 2359
[ = 00:00 2359 00:00 2359 0000/ 23:59 00:00 2359 0000/ 23:59 0000/ 23:59 0000 2359
[ = 00:00 2359 00:00 2359 0000/ 23:59 00:00 2359 0000/ 23:59 0000/ 23:59 0000 2359
= 4 nnan 2389 OO0 A 00O L] nnan 2389 00O L] 0O L] 00O A v

To display date and
time of last update to
FingerTec terminals.

GROUP TIME ZONE MANAGEMENT

FRIS Il provides group time zones, each group can support up to 3 different time zones. In
some cases, a group of users will have several access time periods in a day, and therefore
several time zones are included. With Group Time Zones, administrators can group the
time zones into a same group. The default time zone is 1. All new enrolled users are auto-

matically assigned to this time zone.

Control panel to start to configure group time
zone. To add, edit or delete a group time zone

[
Click here to update time zones to FingerTec
terminals. Update must be done to send
changes of time zones to FingerTec terminals.

Group time zone page

A total of 50 sets time zone. Each set apply to a
week. Choose a set and manually enter the access
time period. 23:59 - 00:00 is representing no ac-
cess for whole day.

To add, edit a group time zone by changing
the names, and time zones included. Maxi-
mum 3 time zones into a group time zone.

ET Terminal Access Control

User Access Contral |

2

N
i -~
Add  Edt  Delete

Time Zane Group Name:: Group 1
Time Zane 1 : 1
Time Zane 2

Time Zone 3

Time Zone Group

Time Zone Check User |

Time Zone Group
(¥ Group T
Mo access z

| Time Zone

Update Teiminal

[)
The changes must update to terminals to take effect.

To display all created group time zones.
Select one before start configurations.




USER ACCESS CONTROL MANAGEMENT

User Time Zone Group: After time zone and group time zone configuration, administra-
tors must include the users with same access time period into groups, and then update
them to the connected FingerTec terminals.

The default time zone group is 1. All new enrolled users are automatically assigned to
this group.

X Make sure you choose for i in-
To display all created group User Time ZO}I/’IE Group before To display 'a/I connected Fin:
N gerTec terminals. Choose for the
time zones. Select the group  User Access configuration. terminals before update starts.
before startto assign users.  Control page P ’
& Terminal Access Control [ X |
User Access Control I Time Zane Group I Time Zone Check User |
@ User Time Zone Grouy 7 User Verfy Type
Time Zone Gioup T
[ Group 1TimeZone: 1 [10 1P ]
No accessTimeZone: 2 (¥ 11521681250
— | UserID | User Mame | Department | TZGioup | Yer Type | User ID | User Name | Department | TZ Group | Ver Type
[¥00001 | Hemy ‘Administration Gioup1  FRIPW/RF [¥ 00004 Frase Finance Ho sccess  F/PW/RF
| |o000z | Patiick Engineeiing Gioup1 | FRIPW/RF | 00005 [Kamariah | Sales & Marketing Mo sccess  FF/FW/RF
| 00008 [Hamidah | Technical Suppart Mo sccess  FF/FW/RF
#755’5 "75’%”5‘1 under Click here to update To include or exclude Users not assigned
tAe selected  group changes to FingerTec users into then selected under the selected
ime zone. terminals. group time zones group time zone.

User Verify Group: This page also can be used to configure the types of verification for
users. Please check your FingerTec terminals and make sure they can support different
verification methods before upload. There are a total of 15 types of verification methods
available and users can be assigned to any of them. Administrators can directly assign the
users into the types of verification in this page, and then upload changes to connected
FingerTec terminals. Please see details of types of verifications in your FingerTec hard-
ware manual.

The default verification method is FP/PW/RF. All new enrolled users are automatically as-
signed to this type.
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To display all 15 verification

! Make sure you choose for User Time To display all connected Fin-
methods available. Refer to the  User Access Zone Group before configuration. gerTec terminals. Choose for the
hardware manual for details. Control page terminals before update starts.

ET Terminal Access Control [ X |

e pn e | i e |

_ User Time Zone Group—-_ ‘© User Yerify Type I
| Werify Type

S - |ID|IP

2FP (¥ 101521681251
IFIN

4P
SAF v

[ I ENE2N

Usel 1D | UserName | Department | T2 Graup__ | er. Type |UserID | UserName | Department | TZ Group | Veer. Type
00004 Rose Finance Noaccess  FP/PW/RF ¥ 00001 Henry Adminishiation Growpl  FP
00005 |Kamarish | Sales & Marketing Ho scosss | FP/PW/RF 00002 Patick Enginesiing Groupl P
00006 |Hamidsh | Techrical Support Ho scosss | FP/PW/RF

Ui

‘ .
Click here to update changes ~ To include or exclude users into  Users not assigned to the
to FingerTec terminals. then selected verification method.  selected verification method.

Users assigned under
the selected verifica-
tion method.

CHECK USERS

In this page, administrators can view all users enrolled in connected FingerTec terminals.
Administrators can also check the group time zones, time zones and types of verification
methods assigned to each user. Administrators are able to transfer the users to another
connected FingerTec terminal by choosing and uploading users to the selected termi-

nals.
To display all connected FingerTec terminals.

C Check User page
Choose for the terminals before update starts. pag
ET Terminal Access Control [ X |
e | e i e |

-+ 1192168 1.201

|Mo  |UserlD | UserHame | Fingerpiint | Priviege Password Time Zone
» 1 ooom Heniy 0 User 9063228 FR/PWARF 1
200002 Patick 0 User > 0 FR/PWARF 1
3 00004 | Rose 2 User 0 FR/PWARF 1
4 00005 Kamaich 2 User 0 FR/PWARF 1
5 00005  |Hamidsh 2 User 0 FP/PW/RF 1

L sst Update
200812 103414

- - Click here to download users from
@ selected terminal.

Updste Teminal

L]
To display the date and time for latest Click here to upload users To display all users enrolled in the
update to the selected terminals. to the selected terminal. selected FingerTec terminals.




INFORMATION ABOUT FINGERTEC

TO LEARN ABOUT VISIT

Company and the products www.fingertec.com

The latest updates Facebook Fan Page: FingerTec Worldwide
Twitter: FingerTec Worldwide
To subscribe for FingerTec newsletter:
fingertec.com/subscribe/newsletter/subscribe_newsletter.html

Technical Tips and Latest user.fingertec.com
Product Updates and

Upgrades

Email info@fingertec.com(Sales)

support@fingertec.com (Technical)

Register for Warranty fingertec.com/ver2/english/e_warranty.htm

FingerTec Accessory accessory.fingertec.com

COPYRIGHT NOTICE & DISCLAIMER

COPYRIGHT NOTICE

All rights reserved. No part of this book may be reproduced or transmitted in any form or
by any means, electronic or mechanical, including photocopying, recording, or by any in-
formation storage and retrieval system, without written permission from FingerTec World-
wide Sdn Bhd. Every precaution has been made to supply complete and accurate informa-
tion. Information in this document is subject to change without prior notice.

DISCLAIMER

No person should rely on the contents of this publication without first obtaining advice
from a qualified professional person. The company expressly disclaims all and any liability
and responsibility to any terminal or user of this book, in respect of anything, and of the
consequences of anything, done by any such person in reliance, whether wholly or par-
tially, upon the whole or any part of the contents of this book.
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